
Student, Build-to-Rent, and 
Hotel Accommodation

u Enhanced security, safety and well being  u New informative data for marketing 
and planning activities u Biometric access control for staff, residents and guests

VIX VIZION’S “IMAGUS” FACE RECOGNITION AND VIDEO ANALYTICS SOFTWARE DELIVERS EXTREMELY FAST 
ACCURATE FACE RECOGNITION AND VIDEO ANALYTICS. IMAGUS CAN BE DEPLOYED WITH YOUR EXISTING 

INFRASTRUCTURE OR “STAND-ALONE”. IMAGUS IS DEVELOPED AND SUPPORTED BY VIX VIZION IN AUSTRALIA.

STUDENT / RESIDENT 
SECURITY AND  

WELL BEING

•	 Enhance your VMS or security 
infrastructure with Imagus face 
recognition 

•	 Monitor camera feeds to identify and 
alert on people of interest,  VIP’s and 
security risks, or search in real time

•	 Report and alert on who is where 
when, who belongs, who doesn’t, 
who hasn’t been seen for a while

•	 Powerful forensic analysis tools 
for incident investigation, contact 
tracing, known/unknown associate 
identification

•	 Imagus collects and manages 
valuable business data from your 
video streams 

•	 Capture and report on demographic 
(age, gender), emotion, occupancy, 
and mask detection data - by 
location, date and time

•	 Report and analyse activity over time 
to optimise site planning/layouts for 
facilities usage and safety

•	 Guide business planning and 
marketing decisions using powerful 
video analytics data

•	 Imagus uses face recognition and 
biometric face matching to enable 
contactless single factor or multi 
factor access control at secure 
access points

•	 Imagus is fully integrated with 
multiple access control systems or 
can also be deployed as standalone 
software

•	 Ensure the right people are using 
the correct ID credentials to enter 
secure or private areas after normal 
business hours

INTELLIGENT VIDEO ANALYTICS

INSIGHTFUL PLANNING 
AND DECISION  
MAKING DATA 

BIOMETRIC  
ACCESS  

CONTROL 

VIX VIZION AND PRIVACY
Imagus software has been designed with privacy top of mind.  Imagus can be installed and have data stored locally on your own secure 

server. Face images can be stored encrypted or as metadata so that the actual image files can be deleted. Metadata can be used for 
future reporting, forensic analysis or matching. Analytics data can be de-identified and stored as consolidated analytics. 

e info@vixvizion.com   p 1800 861 007  w vixvizion.com


